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HTTP (ang. Hypertext Transfer Protocol) — protokol przesylania dokumentow hipertekstowych) to protokoét sieci WWW (ang. World Wide Web). Za
pomoca protokolu HTTP przesyla sie zagdania udostepnienia dokumentéw WWW i informacje o kliknieciu odno$nika oraz informacje z formularzy. Zadaniem
stron WWW jest publikowanie informacji — natomiast protokél HTTP wlasnie to umozliwia.

Protok6l HTTP jest uzyteczny, poniewaz udostepnia znormalizowany spos6b komunikowania sie komputeréw ze soba. Okresla on forme zadan klienta (tj. np.
przegladarki www) dotyczacych danych oraz forme odpowiedzi serwera na te zadania. Jest zaliczany do protokoléw bezstanowych (ang. stateless) z racji tego, ze
nie zachowuje zadnych informacji o poprzednich transakcjach z klientem (po zakonczeniu transakeji wszystko "przepada"). Pozwala to znacznie zmniejszy¢
obcigzenie serwera, jednak jest klopotliwe w sytuacji, gdy np. trzeba zapamietaé konkretny stan dla uzytkownika, ktéry wezesniej taczyl sie juz z serwerem.

Model TCP/IP. Podstawowym zalozeniem modelu TCP/IP jest podzial calego zagadnienia komunikacji sieciowej na szereg wspolpracujacych ze sobg warstw
(ang. layers). Kazda z nich moze by¢ tworzona przez programistéw zupehie niezaleznie, jezeli narzucimy pewne protokoly wedtug ktérych wymieniajg sie one
informacjami. Zalozenia modelu TCP/IP sg pod wzgledem organizacji warstw zblizone do modelu OSI. Jednak liczba warstw jest mniejsza i bardziej
odzwierciedla prawdziwg strukture Internetu. Model TCP/IP sklada sie z czterech warstw: aplikacji, transportowej, internetu, dostepu do sieci.

1Pv4

Pod koniec lat siedemdziesiatych ubieglego wieku opracowano ten protokol na zlecenie Departamentu Obrony Stanow Zjednoczonych. IPv4 mial za zadanie
potaczy¢ ze soba rozsiane po calym kraju wojskowe sieci WAN, w pojedyncza zunifikowang sie¢ ARPANET. Nastepne lata przyniosly jego akceptacje jako
glownego protokotu warstwy sieci dla Internetu, a takze dla sieci lokalnych. IP odpowiada za dostarczanie procedur, ktore wystarczaja do przesylania danych
pomiedzy maszynami, ktore znajduja sie w polaczonych ze soba sieciach.

Definiowany jest format pakietow oraz metody ich adresowania. Nie odpowiada on jednak za realizacje zadnych funkcji, ktore sg zwigzane z poprawnoscia
transmisji. Nie identyfikuje on pakietow, ktore wymagaja ponownego przestania. Nie jest w stanie rowniez wykonac¢ wielu innych procesow, ktore sa zwigzane z
odtworzeniem prawidlowej sekwencji pakietow, poniewaz pakiety moga podrézowacé do celu ré6znymi drogami i przez to kolejno$c ich odbierania moze sie réznié
od kolejnosci nadawania. Jest to wiec protokot bezpolaczeniowy, ktory nie zapewnia stalego kanalu do komunikacji. Dopiero dzieki wspoétpracy protokotu IP, a
takze jednego z protokolow wyzszej warstwy transportu mozliwe jest wygodne i prawidlowe przesytanie danych na wieksze odleglosci. Przyklady protokotow,
ktore korzystaja w czasie transmisji z protokotu IP to UDP oraz TCP. W tego rodzaju przypadkach, dzieki okresleniu dwoch wspoldzialajacych ze soba
protokoldow, mozliwe jest uzywanie rozdzielonych uko$nikiem nazw, takich jak TCP / IP oraz UDP / IP. Analizujac TCP komunikacja polaczeniowa jest
symulowana w bezpolaczeniowym kanale na drodze wymiany pakietow oraz potwierdzen ich odbioru. Aby zidentyfikowac¢ sie¢, urzadzenia sieciowe oraz hosty
protokolow IP, wykorzystywany jest binarny system adresowania. IPv4 zaklada 32 bitowy adres, ktéry sktada sie z czterech sekgji liczb o§miobitowych,
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oddzielonych od siebie kropkami, przykladowo 192.168.1.10. Poniewaz ARPANET miat za zadanie laczy¢ maksymalnie kilkadziesiat instytucji, przyjecie 32 -
bitowej przestrzeni adresowej wydawalo sie by¢ bardzo nowoczesnym i przyszlo§ciowym rozwigzaniem. W dzisiejszych czasach rozwdj Internetu przekroczyt
jednak naj$mielsze oczekiwania ich twércoéw. W pewnym momencie liczba wolnych adresow IP zaczeta w sposob drastyczny male¢. Z tego powodu koniecznym
stalo sie opracowanie zupeklnie nowej wersji protokotu IP. Nastepca protokotu IPv4 stal sie protokol IPv6, ktory jest rowniez nazywany protokolem IP nowe;j
generacji IP NG.

IPv6

Nastepca protokotu IP wyrdznia sie miedzy innymi unowocze$nionym schematem adresacji urzadzen podpietych do sieci Internet. Poszerzenie standardu
stosowanego dotychczas stanowi odpowiedz na dynamiczny rozwo6j Internetu, jaki dokonal sie w ostatnich latach. Na skutek gwaltownego wzrostu liczby
komputeréw podiaczonych do sieci, zaczela ona pekaé w szwach, a pula wolnych adreséw IPv4 znalazla sie na wyczerpaniu. Chociaz trudno to sobie wyobrazi¢,
ale zapotrzebowania na adresy IP przewyzszaja 4 miliardy kombinacji cyfr, ktére mozna ulozyé z 32 bitowego kodu. Na skutek podzielenia puli adreséw na klasy
adres6w doprowadzono do roztrwonienia tego jakze wielkiego zasobu. Rowniez zadania, jakim musza sprosta¢ wspolczesne lacza internetowe wygladaja zupehie
inaczej niz przed dwudziestoma laty, kiedy standard IP byl projektowany. Rosnacy w sile biznes elektroniczny zaczal sie z kolei domaga¢ poprawienia
bezpieczenstwa przesylanych siecia danych. Aby mozliwe byto nadazenie za szybka ekspansja Internetu musiano wyeliminowac kazda pojawiajaca sie w
protokole IPv4 stabo$c¢ oraz uwzglednic¢ rozsadny zapas puli adresowej na przyszlo$c. IPv6 stanowi rozwigzanie wymienionych wcze$niej problemow, dostarcza
ona rowniez zupelie nowych mozliwo$ci. Ponizej przedstawione sq najwazniejsze zmiany, ktore dotycza protokotu IPv6:

Dhuzsze adresy internetowe. Dotychczas stosowane adresy 32 bitowe zostaly zastapione adresami 128 - bitowymi. Pula mozliwych do wykorzystania adresow
internetowych zostala wiec w sposob niewyobrazalny powiekszona. W chwili obecnej nie ma zadnych przeszkod, by indywidualne adresy IP przypisywac
wszystkim urzadzeniom, nawet takim jak pagery i komputery pokladowe montowane w nowoczesnych samochodach. Przestrzen adresowa protokotu IPv6
wyglada w nieco inny sposob od jej czwartej wersji. Pelny adres IPv6 sklada sie bowiem z o$miu 16 bitowych cze$ci oddzielonych dwukropkami. Przyktadowy
adres moze wiec wygladaé¢ w ten sposob: 234A:BD89:FEA8:8762:1235:DC98:11AA:FFFF.

Zwiekszona elastycznos$¢, a takze zupelie nowe struktury adresowe. W nowym protokole nastapilo odejscie od sposobu adresowania, ktore bazowalo na klasach,
protokol IPv4 rozréznial bowiem pie¢ rodzajow klas adresow, ktore przeznaczone byly dla roznej wielkoSci sieci.

Prostszy oraz bardziej elastyczny format nagtowkow krazacych po sieci pakietow.
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Wieksze bezpieczenstwo przesylanych pakietow. Wprowadzone zostaly elementy zapobiegajace najczesSciej spotykanym atakom, a takze wbudowano opcje ich
szyfrowania oraz identyfikacji poszczegolnych hostow, przy pomocy towarzyszacego protokolu Ipsec. Tym samym na calej dlugosci polaczenia zostalo
zapewnione bezpieczenstwo.

Zapewniona przestrzen dla ewentualnych przyszlych rozszerzen tego protokotu.

Rozpoznawane s3 trzy rodzaje adresow:
Unicast - standardowy tryb adresacji pakietow, ktory pozwala na transmisje danych pomiedzy hostem, a nadawca oraz pomiedzy hostem, a odbiorca.
Multicast - podobnie jak powyzszy sposob adresacji posiada on swdj odpowiednik w IPv4.

Anycast - nowy sposéb adresacji, ktorego wprowadzono w protokole IPv6. Przewiduje on mozliwo$¢ transmisji danych do bramy znajdujacej sie najblizej,
sposrod tych znajdujacych sie w obrebie danej lokalizacji, z zamiarem powierzenia tej bramie zadania dalszego przekierowania wysytanego pakietu.

W ciagu ostatnich kilku lat protokot IPv6 poddawano intensywnym testom. W chwili obecnej zachodzi jego stopniowe wdrazanie. Pierwsze pule adresow IPv6
zostaly przekazane regionalnym organizacjom zajmujacym sie przydzielaniem adreséw IP w lipcu roku 1999. Poprzez wprowadzenie IPv6 zaszla konieczno$c
modyfikacji wszystkich standardéw oraz ustug spotykanych w sieci, takich jak chociazby DNS. Ustugi te musza w tym momencie wspolpracowac z obiema
wersjami protokotu IP oraz obstlugiwac¢ poprawnie 128 bitowe adresy urzadzen. W samym protokole IPv6 zawarte sa3 mechanizmy, ktore umozliwiaja ich
wspoOlistnienie ze starszymi wersjami IP, przykladem jest tutaj mechanizm translacji adresu IPv4 na adres IPv6. Obstuge IPv6 wprowadza sie obecnie w kazdych
routerach produkowanych w dzisiejszych czasach. Na pewno pelne przejScie do nowego procesu bedzie procesem bardzo powolnym. Nalezy sie spodziewac, ze
przez najblizsze lata obie wersje protokotu IP beda musialy koegzystowacé ze sobg.

HTTPS (ang. HyperText Transfer Protocol Secure) to szyfrowana wersja protokotu HTTP. Zamiast uzywa¢ w komunikacji klient-serwer
niezaszyfrowanego tekstu, szyfruje go za pomoca protokolu SSL. Zapobiega to przechwytywaniu i zmienianiu przesytanych danych.
HTTPS dziala domyslnie na porcie nr 443 w protokole TCP.

FTP (File Transfer Protocol) — protokoét transferu plikéw — protokoél komunikacyjny typu klient-serwer wykorzystujacy protokét TCP wedlug modelu TCP/IP
(krotko: polaczenie TCP), umozliwiajacy dwukierunkowy transfer plikow w ukladzie serwer FTP — klient FTP.

SMTP (Simple Mail Transfer Protocol) — protokél komunikacyjny opisujacy sposéb przekazywania poczty elektronicznej w Internecie
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POP (Post Office Protocol) - protokoél internetowy z warstwy aplikacji pozwalajacy na odbior poczty elektronicznej ze zdalnego serwera do lokalnego
komputera poprzez polaczenie TCP/IP. Ogromna wiekszo$¢ wspdlczesnych internautow korzysta z POP3 do odbioru poczty.

IPX/SPX (ang. Internetwork Packet EXchange/Sequential Packet EXchange) — zestaw protokolow sieciowych firmy Novell (protokot warstwy sieciowej IPX i
warstwy transportowej SPX). Uzytkowany w roznych sieciach lokalnych (od PC LAN do sieci branzowych). Rozwiazanie to jako implementacja protokolow XNS
(ang. Xerox Network Service) warstwy transportu i sieciowej dostepne jest w systemach: NetWare, MS-DOS, MS Windows i OS/2. Obecnie protokoly te sa
wycofywane i zastepowane zestawem protokotow TCP/IP.

Zrodia:

http://pl.wikipedia.org/wiki/Hypertext Transfer Protocol
http://pl.wikipedia.org/wiki/Model TCP/IP#Warstwa aplikacji
http://pl.wikipedia.org/wiki/HTTP
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